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The Bottom Line:

As business and IT recognize the overlapping requirements

of individual compliance mandates, leaders are taking steps 
to build out a sustainable architecture that minimizes time 

and cost while maximizing future reuse.

John Hagerty, AMR Research Staff
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Today’s Regulated Environment

 Compliance is a corporate imperative

 Now corporations must be both profitable and accountable

 Companies today may have to comply with multiple 
regulations or requirements

– FDA 21 CFR Part 11

– Sarbanes Oxley

– NERC 1300

– Environmental Title V

– HACCP

Visibility and a single version of the truth

are required to demonstrate compliance



5© 2005 OSIsoft, Inc. – Company Confidential

OSIsoft’s Role in Compliance

 What areas does Compliance cover?

 What is a Compliance Architecture?

 What is the role of OSIsoft’s RTPM in 
Compliance?

 What new components are we working on?

 What are our customers doing now?



Mandate Description Business Requirement Industry

EPA Clean Air 
Act (1990)

Sets limits on air 
pollutants.

Sets limits on how much of a pollutant can be in the 

air anywhere in the United States. The law allows 

individual states to have stronger pollution controls 

than those set for the whole country. 

All

EPA Clean Water 
Act (1972)

Set limits on water 
discharged to 
waterways.

Employs regulatory and non-regulatory tools to 

reduce direct pollutant discharges into waterways, 

finance municipal wastewater treatment facilities, 

and manage polluted runoff. 

All

EPA Title V Regulation of 
chemical substances 
whose manufacture 
may present risk to 
health or the 
environment

Various acts requiring registration, reporting, 
and conformance.

Oil & Gas

Chemicals

Pulp & Paper

FDA 21 CFR

Part 11

Electronic records 
and signature

Technical and procedural requirements for 
electronically maintained records and 
electronic signature used in manufacturing 
transactions.

Pharmaceutical

Food

FDA – GMP Finished Drugs or 
Medical Devices

Requires manufacturers to have a quality system 

for the design, manufacture, packaging, labeling, 

storage, installation, and servicing of finished 

medical devices intended for commercial 

distribution in the United States. 

Pharmaceutical

NERC Critical 
Infrastructure 
Protection

Cyber security 
standards

Reduces risks to the reliability of the bulk 
electric systems from any compromise of 
critical cyber assets (computers, software 
and communication networks) that support 
those systems.

Power Generation

Transmission & 
Distribution

Compliance Area Matrix 1 - Mandated



Mandate Description Business Requirement Industry

QS 9000 Quality Management Provides requirements that, if they are 
effectively implemented, will provide 
confidence that a supplier can consistently 
provide goods and services that: 

•Meet your needs and expectations and 

•Comply with applicable regulations 

All

ISA-SP95 Enterprise – Control 
System Integration

Defines the interface between control 
functions and other enterprise functions. 

All

ISA-SP99 Manufacturing and 
Control Systems 
Security 

Define procedures for implementing 
electronically secure manufacturing and 
control systems and security practices and 
assessing electronic security performance. 

All

ISA-SP88 Batch Control System 
Standards  

Recommends practices for the design and 
specification of batch control systems as 
used in the process control industries.

Pharmaceutical

NERC GADS Generating Availability 
Data System (GADS)

Manages the collection of operating information for 

improving the performance of electric generating 

equipment. The information is used to support 

equipment reliability and availability analyses and 

decision-making by GADS data users. 

Power Generation

HACCP Hazard Analysis and 
Critical Control Point 
Principles

Establishes critical limits, monitoring 
procedures, corrective actions, verification 
procedures, and record-keeping to assure 
that potentially hazardous products do not 
reach the consumer. 

Food

Compliance Area Matrix 2 - Standards



Mandate Description Business Requirement Industry

KPI Key Performance 
Indicators

Establish and continuously monitor key 
manufacturing metrics against targets.

All

CBM Condition Based 
Maintenance

Proactive maintenance approach, which 
requires monitoring of critical equipment 
periodically. CBM is just-in-time maintenance 
that ensures “the right work, at the right 
time.” 

All

FDA - PAT Ensure Final Product 
Quality

Controlling manufacturing through timely 
measurements (i.e., during processing) of 
critical quality and performance attributes of 
raw and in-process materials and processes. 

Pharmaceutical

OEE Overall Equipment 
Effectiveness

Evaluate performance of a single piece of 
equipment or even an entire factory, as 
governed by the cumulative impact of the 
three OEE factors: Availability, Performance 
Rate and Quality Rate. 

Chemicals

Food

Six Sigma Continuous Quality 
Improvement

Methodology for eliminating defects (driving 
towards six standard deviations between the 
mean and the nearest specification limit) in 
any process -- from manufacturing to 
transactional and from product to service. 

Metals & Mining

Compliance Area Matrix 3 – Best Practices
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Compliance Challenges

 No ‘visibility’ into operational performance

– Slow time to react to market changes

 Many versions of the same data

– Lack of validated information

 Limited communication & collaboration across 
businesses

 Little capability to perform knowledge capture or 
management

 Can limit the ability to innovate

Resulting in compromised quality, safety and profitability–and ultimately 

impacting the corporate bottom line
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Common Requirements

 All compliance areas need data. 

– Data integrity and trusted data is fundamental

– Security and privacy are key

– Archiving for a retention period is expected

 Each area needs context to identify the repeatable (reusable) 
patterns for compliance

– Virtually all compliance mandates are driven by rules, policies and 
procedures

 Each area needs analysis (calculations) specific to it’s needs

– Most require sophisticated analytical capabilities

 The results of this analysis is reports on compliance results and 
alerts

– Configurable version controlled reports with alert notification are required
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Active Compliance Architecture

Source: AMR Research 2004
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OSIsoft RtPM Platform

The OSIsoft platform provides comprehensive visibility into 

operations, unlocking the potential for timely analysis –fueling 

critical, informed and profitable actions.
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RtBaseline

Smart Connector
Nodes

Plant LAN

Process Control Secure LAN

OSIsoft has 370+ interfaces to DCS/PLC, LIMS, OPC, SCADA Systems

3rd party historians

Relational Data

Data Stored in the PI SystemData Left in Place

Maintenance Systems

Plant level app servers

Gateways &

Connectors

PI System

Manual Data SCADA/DCS
PLC / Instrument

Systems LIMS Systems

Integration Infrastructure
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PI Server

 PI Data Archives

 Plant Data

 Event Data

 Alarms 

 Audit Trail

 Security Database

Trusted

Connections

RtBaseline

Compliance Repository

Data from Process, 

Instruments, SCADA

Sharepoint

Content, Documents, 

Communications

RtPortal Server

 Documents

 Reports

 Portal Sites

 Web Parts

 Web Content

 Collaboration

Trusted

Connections
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`

`

Notification Architecture

PI Server

 Module Database

 Alarm Subsystem

RtAlerts

 Microsoft’s Internet 
Information Server

 Advanced 
Computing Engine

Trusted

Connections

RtBaseline RtAnalytics

RtPortal

`

Internet 

Explorer

Internet 

Explorer

Smart Client

 AlarmView

Thin Client

 RtAlerts Configuration Pages

Alert Engine

Rules Engine
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`

`

RtReports Compliance

PI Server

• Module Database

• Batch Database

RtReports Server

• IIS

• Generator

• Editor

Trust

RtBaseline RtAnalytics

RtPortal

`

Internet 

Explorer

Internet 

Explorer

Smart Client
• RtReports Editor

Thin Client
• RtReports Generator

Compliant Reporting
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Plant LANPI System

Analyze

`

 Process Book, SQC addin

 Datalink 

 Process Templates (Batch SQC)

`
`

 Umetric Simca Batch

 SAS

 Others

 PDC Compass

 Quantum

OSIsoft Smart Clients 3rd Party Compliance 3rd Party Heavy Duty SPC

PI Server

 Module Database

 Alarm Subsystem

 RtReports

 Advanced 
Computing Engine

 RtAlerts

Trusted

Connections

RtBaseline RtAnalytics
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`

RtPortal Architecture for SharePoint

PI Server

 Module Database
RtWebParts

 Windows Server 2003

 Windows SharePoint 
Services

 Microsoft SQL Server 2000

Trusted

Connections

RtBaseline RtPortal

`

Internet 

Explorer

Smart Client

 ProcessBook

 DataLink

 ActiveView

Thin Client

 RtWebParts

RtBaseline

Services*

Check in & out documents from SharePoint

Transactional, Web service, and other data

Management Dashboards
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Enterprise Systems
 ERP
 Accounting
 Marketing

Smart Connector
Nodes

Clients using RtPortal
 ProcessBook
 DataLink
 RtWebParts

Corporate LAN/WAN

Plant LAN

Typical site architecture

Process Control Secure LAN

OSIsoft has 370+ interfaces to DCS/PLC, LIMS, OPC, SCADA Systems

RtBaseline

Central RtPM Servers
 RtPortal – Visualization 
 RtAnalytics – BI and BAM
 RtBaseline – Operations Information

3rd party historians

Relational Data

Data Stored in the PI SystemData Left in Place

Maintenance Systems

Plant level app servers

Plant 
Users

Gateways &

Connectors

Detailed Enterprise Compliance Architecture

PI System

Manual Data SCADA/DCS
PLC / Instrument

Systems LIMS Systems

`

RtPortal 
Server

RtPortal

Central IT MonitorData Center

RtAnalytics

`

ACE       RtAlerts
RtReports

Smart Clients
 ProcessBook
 DataLink

Thin Clients
 RtWebParts
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Specific Product Features

To meet Compliance requirements
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 Few COTS products for compliance reporting

– Resulting in custom reporting projects

 Little flexibility in custom reporting solutions

– Difficult to configure and produce accurate, repeatable reports

 Auditable management of change

– Report queries or ‘templates’ need to be traceable and 

versioned to withstand regulatory auditing

 Report availability and consistency

– Reports need to be Web-based and usable across the 

enterprise

Why RtReports Compliance?
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RtReports Benefits

 Data Transparency

– Reduce variability in reporting because information workers retrieve the 
information from the same audited source

– Electronic signatures and workflow provides the necessary accountability for 
compliance applications

– A single report will work against a variety of process conditions 

 Communication and Collaboration

– Accelerated product release through automatic comparison with specification data

– Automated approval workflow shortens sign-off

– Reports are available on-demand, via a secure Web connection

 Knowledge Management

– Centralization and version control for reports and report templates

– Reports can be easily re-run in order to take advantage of updated report 
templates or updated data
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RtReports Version 3.0

 Focused on providing functionality needed to 
address reporting requirements for Title V and 
environmental reports.

 Major development items include

– Time based reports, remove dependency of the batch 

database

– Provide summary functions for roll-up

– Consume RtBaseLine Services for external data 

sources
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New Report Search Page



26© 2005 OSIsoft, Inc. – Company Confidential

RtAlerts and AlarmView

 RtAlerts 

– a server-based notification engine that delivers automated 

messages to specific contacts via email or pager

– configured through a friendly client interface and can support all 

of the RtPM Platform’s different types of data

 AlarmView 

– a smart client alarm manager built on the PI System’s Alarm 

subsystem 

– configures alarms based on PI data and expressions and can use 

RtAlerts as the notification mechanism
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RtAlerts and AlarmView Benefits

 Communication & Collaboration

– Deliver the right notifications to each person in your organization

– Accelerate problem resolution across time zones and geographic 
boundaries

– Notifications can be keyed off of raw data or operational metrics defined 
in the RtPM Platform

– Alarms can be acknowledged within a smart client and notifications can 
be configured in a thin client

– Notifications can be filtered so that recipients aren’t inundated with 
notifications during an abnormal situation
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Proactive Notification

 AlarmView lets you 
manage alarms from 
your desktop

 RtAlerts delivers 
notifications 
where you are
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Customer Case Studies
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FDA 21 CFR Part 11 Batch Reporting
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EPA Pharm MACT
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Continuous Emissions Monitoring
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NERC 1300 
Section 1304: Perimeter and Access Control Monitoring
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ISO 9001,  Six Sigma,  OEE,  KPIs
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OSIsoft Compliance Architecture Summary

 Built-in auditing reduces operational risk

 Configurable applications require no programming

 Flexible, rule-based reporting delivered via the Web

Accelerate Decision 

Making

Enable 

Performance-Driven 

Manufacturing

Drive Operational 

Efficiency

 Compliance data collected from disparate sources

 Enterprise wide architecture to share best practices

 Composite view of enterprise risk

 Delivering a single version of the truth

 Fuel critical, informed, profitable actions

OSIsoft’s RTPM delivers a comprehensive compliance architecture for 

today’s regulated industries.


